
LEGITIMATE TEXT ALERTS
FROM YOUR BANK:

Our alerts are informative - they simply
state the details of your recent debit card transaction.
The same format is used on all of our card alerts. 

Our alerts never prompt you to reply to the text.

Our alerts never include links for you to use to log in
to your digital banking.

S P O T T I N G  T H E  D I F F E R E N C E  B E T W E E N
R E A L  C A R D  A L E R T S  A N D  S C A M S

TEXT ALERTS FROM LEGENCE:

FAKE TEXTS FROM A
BANK IMPOSTER:

Our alerts will never prompt you to reply with
a YES or a NO. Do not reply to a text that does.

Our alerts will never text you a link to use to log in to your digital
banking. Do not open one that does.

Our automated alerts only reference debit card activity - they
won’t notify you of an account closure or any other type of
activity.

Our alerts won’t push you with such urgency - “resolve this issue
immediately”.  

We won’t ask you to provide your username and password to your
digital banking, and we will NEVER ask you to provide a security
code. Anyone that asks for your security codes is a SCAMMER. 

We will NEVER ask you to move your money in order to “protect it”.
We won’t ask you to send a P2P transaction through SPIN,
CashApp, Venmo, or PayPal.  We won’t ask you to buy bitcoin,
purchase gift cards, send a cashier’s check, or withdraw cash and
put it in a bitcoin ATM.  Ever.

If you get a text or a call from someone and they say they’re with
Legence Bank, but they show any of these red flags or you just get
a bad feeling, hang up and call your local branch or our toll-free
number.  We can help!


